How to gain S-Off, Root, Custom Recovery Flash, and Working WiFi Tether
for your HTC One Max (t6vzw)
[bookmark: _GoBack]
***NOTE*** You MUST have adb and fastboot to continue with this process. If you do not have either of these, I have conveniently provided them for you here: http://androidrevolutions.com/neo/files/platform-tools_r16-windows.zip
Simply place that folder anywhere that you can remember. I usually have it in C:/sdk/

Once you have the phone booted, go into Settings>Power> and uncheck Fastboot at the bottom.

Back out to Settings and scroll to the bottom and tap About>Software Information>More> then tap the Build number several times until Developer Options are activated.

Back out to Settings and Tap Developer Options and then check USB Debugging.

Back out to Settings and tap on Security. Make sure you have no Screen lock Security. 

Plug your phone up to your pc. Allow your PC the time to install the drivers for your device.

Upon completion of the driver install, open a cmd prompt and navigate to that platform-tools folder (which contains adb and fastboot).

Test to ensure adb works by doing the following: adb devices

If your device is listed, you’re good to go for the fastboot test. If it says no devices detected, try rebooting your pc and your phone and trying again.

Go ahead and do: adb reboot bootloader

Once the bootloader comes up, your computer will install the proper drivers needed to use fastboot.

After completion of the installed drivers your phone should now read: FASTBOOT USB

Test to ensure fastboot is working by typing the following: fastboot devices

If your device shows up, then fastboot is working and we can proceed. If not, reboot your pc and try again.

From the command prompt, do a fastboot reboot and have the phone reboot back into the OS. 

From your PC, go to this site: http://rumrunner.us/instructions/

Read the instructions carefully and ensure that you meet the prerequisites for this procedure.

When you’re ready to proceed go to this page: http://rumrunner.us/downloads-2/

Select the download for the HTC One Max version you need (there are two. One is for Win and the other for Linux)

Once downloaded, extract the folder and run the exploit (if on Win it’s soju.exe)

The Rumrunner process takes a good 5-10 minutes and will reboot your phone several times. After it completes you will be “Unlocked” S-OFF and rooted.

***NOTE*** Being “Un-Locked” renders your fingerprint scanner useless. However, once we have flashed the custom recovery to your device, we will relock the bootloader to have it working once again. Note however that being re-locked keeps you from being able to do any fastboot commands in the Bootloader. There are two easy shell commands that I will share in a bit to easily un-lock and re-lock with ease. Any changes you make to the system while locked will not stick either after a reboot. For changes you want to remain in effect, you will have to boot into recovery, mount system, adb push/pull changes then un-mount system.

Moving on….

Download TWRP from here: http://forum.xda-developers.com/showthread.php?t=2498746

Make sure to choose the specific version for your carrier. Note that “stock” is the stock recovery and not what you want.

For now we will not be doing this with CWM as, for the moment, it mounts firmware/mdm and firmware/q6 which is where your radio firmware is installed which is needed for RIL. Mounting that in recovery causes problems in the rom.

Once you’ve downloaded the recovery, place it in your platform-tools folder on your pc. I recommend renaming it to simply: twrprecovery.img

We are going to proceed under the assumption that you have done just this.

In adb, do: adb reboot bootloader

Once in bootloader do: fastboot flash recovery twrprecovery.img

If it says ok, then adb reboot recovery or do it manually from your phone in bootloader. 

Now that you’re in TWRP, do a reboot to system from the options.

Now, most likely, Rumrunner will have installed SuperSU for you. If not, TWRP will ask to install it at some point after you select system reboot. If it does not it’s assumed to already be installed.

Once you are rebooted to the OS check and make sure you have SuperSU installed. If so you’re rooted.

Now, to get your fingerprint scanner working again, you will need to Re-Lock your bootloader.

From your adb prompt, do the following: 

adb shell (then hit enter)

su (then hit enter)

Your phone will now ask for Super User permissions for the shell control. Accept them and then do the following from adb:

echo -ne '\x00\x00\x00\x00' | dd of=/dev/block/mmcblk0p3 bs=1 seek=33796 (then hit enter)

Your bootloader is now re-locked and your fingerprint scanner is working once again. Remember, that being locked means you cannot use fastboot commands nor can you make any permanent changes to /system on your phone. However, permanent changes can be made via adb with system mounted in twrp recovery if you don’t feel like unlocking and relocking all the time.
This of course does not affect you being able to flash anything in recovery.
 
****to unlock your bootloader again, do the following in adb (if shell and su are not already requested):

adb shell (hit enter)

su (hit enter)

If for some reason your phone asks for rights again, accept root access. 

Now do: echo -ne "HTCU" | dd of=/dev/block/mmcblk0p3 bs=1 seek=33796 (then hit enter)

Your bootloader is now unlocked again but your fingerprint scanner no longer works.***

As a bonus, I’m going to show you how to bypass the security check/wall for the built in wireless tethering function (Since you’re now rooted and all).

With adb still up, do the following: adb pull /system/customize/ACC/default.xml

Using a document/xml editor (I recommend the free app Notepad++) open the file.

Replace this line: <item type="boolean" name="tethering_guard_support">true</item>
With this line:      <item type="boolean" name="tethering_guard_support">false</item>
Then
Replace this line: <item type="integer" name="TetheringGuard_Rule">1</item>
With this line:      <item type="integer" name="TetheringGuard_Rule">0</item>

Take note that all you’re doing is changing “true” to “false” and “1” to “0”.

Save it, and go back to your adb promp.

If your bootloader happens to be unlocked, simply do the following from the cmd prompt (while not in shell):

adb push default.xml /system/customize/ACC/default.xml

If you are still locked, do: adb reboot recovery

From recovery, mount the system, 
and then do: adb push default.xml /system/customize/ACC/default.xml

Done. Your tether now works without having to figure out how to configure a tether app to do it. 

If you have any questions or trouble, feel free to send me a pm.

-IAmTheOneTheyCallNeo

